Security protocols aim at securing communications over untrusted networks such as Internet. Their design is notoriously error-prone, with aws discovered years later. Formal methods have been successful in reasoning about the security of protocols and detect attacks. Automatic tools have been designed and applied to many protocols, from academic ones to deployed protocols such as SSL or Kerberos. In these lectures, we explain how security protocols can be modeled in symbolic models such as Horn clauses (a fragment of first-order logic) or applied-pi calculus (a process algebra). We describe and discuss decision techniques to automatically verify properties such as authentication or confidentiality. To practice the modeling and analysis of protocols, we use the automatic tool ProVerif.

These lectures will also be the opportunity to play a security game where students design security protocols of their own and find aws in other protocols using ProVerif.

Note: We strongly encourage students to install the ProVerif tool before attending the school, in case the network would not be reliable.
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- The ProVerif tool can be downloaded and installed from the webpage of the tool http://prosecco.gforge.inria.fr/personal/bblanche/proverif/
  
  On this webpage, you will also find a useful User Manual.
- Lecture notes corresponding to this course have been published in the following reference: